Society 5.0 is a new term used to indicate the future world. This society is based on ubiquity, learning machines, the internet of things, big data, cloud computing, cryptography, and biometrics. All these technologies will be merged to create a new mode of life. The new way of life will inevitably influence human beings’ values, concepts, and conduct. The result of these changes will consequently bring challenges to many legal areas. This paper addresses the challenges that brought society 5.0 to legal norms. It utilises the analytical approach to examine the capability of pre-existing legal norms to cope with new realities created by society 5.0. The paper analyses the legal implications of society 5.0 in their sociological context. It presents a jurisprudential vision to establish legal norms compatible with the new society. Three fundamental principles should be considered to establish new legal. First, social facts that trigger legal regulation can simultaneously occur in multiple places. Secondly, what the study called duality of legal rules will not survive in society 5.0 era. Third, the paper turns the spotlight on new intelligent systems which may introduce new law addressees.
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INTRODUCTION
Society 5.0 is a Japanese term that was introduced in the Fifth Basic Plan by the Council for Science, Technology, and Innovation (CSTI) and approved by Cabinet decision in January 2016. In the Fifth Basic Plan, Society 5.0 is defined as follows:

“A society that is capable of providing the necessary goods and services to the people who need them at the required time and in just the right amount; a society that is able to respond precisely to a wide variety
of social needs; a society in which all kinds of people can readily obtain high-quality services, overcome differences of age, gender, religion, and language, and live vigorous and comfortable lives”.

The term was coined according to human history. The history of humanity was divided into five periods. The classification was based on the most popular way of resource procurement. Society 1.0 was hunt-based. Therein people used to gather their resources from the natural environment. Society 2.0 was an agriculture-based society where the people used to depend on the plantation as a source of living which necessitated a more organised society. Industry characterised society 3.0 as a main economic activity that introduced products to markets. Society 4.0 was an information-centralised society with more intellectual values. Society 5.0 is aimed to be a human-centred society. Society 5.0 reflects the view of a super-smart society that is seen to be incept in 2025. The term has its counterparts across industrial nations. The most popular equivalent is the term “Industry 4.0”, which a Europe-originated reflects the “4th Industrial Revolution”. "Made in China 2025" is another Asian policy that the Chinese government launched.

Some literature, however, tried to draw a distinguishing line between society 5.0 and industry 4.0. Speaking lexically, it is apparent that the term industry 4.0 is technology-focused, whereas the term society 5.0 is designed to put humans in the centre of attention. Nonetheless, it is asserted that the term is very related. Society 5.0 will aim to reach an entire interaction between humans and machines whose optimisation is the core of industry 4.0. Society 5.0 initiative prioritises social problems by creating novel values by utilising a broad spectrum of systems and technologies. The Japanese vision is to create a new, human-centred society that resolves diverse societal problems.

The future long-term perspective is a super-smart society. Therein big data analysis technologies artificial intelligence technologies are utilised. Cyber-Physical Systems (CPS) with the Internet of Things (IoT), big data technologies, and artificial intelligence (AI) will be elements of everybody’s life. High-priority applications are in the health sector, transportation and mobility, infrastructure maintenance, and the financial sector.

Ubiquity will be the most dominant feature of goods and services in society 5.0. They will be available "to anybody at any time and at any place regardless of region, age, gender,
This will be achievable by connecting everything in a worldwide network. Internet of things (IoT) will ease life by rendering everything working connectedly. IoT will bring many legal challenges to pre-existing legal systems. There is an urgent need to regulate IoT to address all these challenges. The use of IoT will create a massive amount of data (big data) that will be created, stored, and analysed. Big data technologies will be deemed a new significant production management element in society 5.0. In combination with big data, cloud computing, which is remote access to data, programs, and browsers, will be a crucial element of society 5.0. Autonomous robots will be one of the most influential features in society 5.0. They will respond to the surrounding environment after sensing it and processing information cognitively.

Despite being Japanese-introduced, society 5.0 will potentially affect people worldwide. Its challenges will confront the rest of the world. Consequently, the solutions to the problems of society 5.0 will have to be shared worldwide. The legal reaction is a consequence of social changes. New social facts often bring new laws. In the coming sections, this paper will address the most significant legal issues surrounding the emergence of society 5.0. First, it will outline the forthcoming globality and how it could undermine cultural and legal boundaries. Secondly, the study will go to the dichotomy of the real-virtual world. The article will address the implication of society 5.0 on the distinctions between the real world and the virtual world. The third issue that will be elaborated on is data regulation in the age of society 5.0. As aforementioned, a considerable amount of data will be available in society 5.0. This availability will bring the issue of data ownership. The fourth issue will be the security of society 5.0 as cyber activities will be the cornerstone of this world. The fifth part of the examination will be the contract law and how it will cope with the new wave of smart cognitive machines. In the end, the study will present a jurisprudential vision to establish compatible solutions to problems accompanying society 5.0.

RESEARCH METHODS

The research adopted a normative analytical methodology to outline the legal principles and doctrines that may be applicable to society's new realities brought by society 5.0. As doctrinal research, the study went through secondary materials which touch legal aspects of Society 5.0. Multiple databases were utilised, e.g., CLJ, LawNet, Lexis Legal Research for Academic, and HeinOnline. Simultaneously, the study conducted a legal analysis of collected data. By this analytical method, the study identified obstacles facing the applicability of the current legal
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system to new realities in society 5.0 and examined them in a sociological context. The result of this doctrinal were three essential jurisprudential foundations thereupon the new legal system should be based.

ANALYSIS AND DISCUSSION

Borderless World

Since the inception of the internet in the 1970s, geography-based disciplines have struggled to cope with the unique ability of the network to have people interact, notwithstanding their places. Law has been in the heart of this frontline. Boundaries determine legal jurisdictions. Thereon the most challenging value, "national sovereignty," is relied upon. It is a well-known fact that borders are not just lines between the territories of two states. For law, borders represent a demarcation line between two jurisdictions. Each of them is solely applicable to one side of the borders. The sovereignty of a nation cannot be extended out of its borders. In cyberspace, there are no physical borders. Events in cyberspace do not need a geographical location to occur. Geographical location is a ground for two factors of legal regulation; the power of governments the implication of the behaviour. Governments practice their power in geographical-limited atmospheres. Furthermore, behaviour impacts have to be regulated by the law applicable in the place of action.

Two immediate solutions have been evolved to have place-based principles and rules survive. There was a holding that cyberspace is out of geographical nature. It is available to all whenever and wherever. This was apparent in the American case of Reno v. American Civil Liberties Union. Another stance asserted that the internet creates its geography. However, this direction did not state which jurisdiction is applicable in this geography.

Whatever the proper comprises to internet-geography theoretical conflict, we seem to have more controversy on this issue from its socio-legal horizon. Society 5.0 and its new-brought technologies will lead to a significant social change. It will profoundly intervene in the very private life of everybody. With the decay of influence of poor and small nations in the technology-based world, giant industries will mainly lead the type and extent of technology.

Although local markets will draw a part of the picture, it is ostensible that these markets will be built according to laypeople, which generally prefer ease and price to other factors. National legal principles and rules based on ethnic, cultural, and religious particularities will confront the new age of change. The deterioration of local identities will be one of the biggest challenges in the society 5.0 era. To confront this perplexing issue, it is more appropriate to preventive steps rather than to solve problems. Combining society 5.0 technologies with national identities will be the proper response to the forthcoming era. However, this solution will necessitate the enhancement of local technological industries to keep pace in the new age of technology.
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Small countries with non-Western\textsuperscript{21} cultures and relatively limited technological capability will have to meet the challenge. The negligence of this fact may lead to the emergence of a new sort of social-isolated extremism.

**Data Regulation**

In January 2019, during the World Economic Forum in Davos, the Japanese Prime Minister addressed the significance of data in society 5.0: "it is no longer capital but data that connects and drives everything". A considerable amount of data will be created in society 5.0.\textsuperscript{22} Furthermore, they will have to be collected and analysed. For instance, smart cars will collect data about traffic, routes, and transportation conditions. Smart-household devices will have to obtain data related to the food, clothes, movements, and health conditions of people living in.\textsuperscript{23} Big data technology will be one of the essentials of society 5.0. New database software will be responsible for capturing, storing, managing, and analysing data.\textsuperscript{24}

The study opines that the significant inquiry will no longer be protecting this data in the privacy law context. Privacy law is a violation-driven law. The main goal is to protect data from being infringed by others. This policy will not survive in Society 5.0, and data regulations should be exploitation driven. The prospective society 5.0-data will be of economic value, which requires different laws. Instead, the significant issue will be who will have *erga omnes* right to use this big data. The traditional legal framework will not fit the purpose in society 5.0 life. Multiple parties will seek to own data. Owners of devices, users, manufacturers, internet providers, third parties like traffic authorities, and insurance companies will also be players in the data ownership competition.\textsuperscript{25} The approach of claiming data ownership relying on generations of data by the parties involved will not fit the purpose in society 5.0. It was argued that data ownership should be based on another ground. The value of data may come from its relation to individuals like guests who might participate in data generation for a short time.\textsuperscript{26}

Consequently, data ownership should be based on the relevance of data to individuals rather than their involvement in data generation.


\textsuperscript{22} In 2013, it was said that 90 % of 2013-world’s data had been created in the previous two years, 2.5 quintillion bytes of data every day. See IBM, “2.5 Quintillion Bytes of Data Created Every Day. How Does CPG & Retail Manage It?” 2019, https://www.ibm.com/blogs/insights-on-business/consumer-products/2-5-quintillion-bytes-of-data-created-every-day-how-does-cpg-retail-manage-it/.
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A commentator examined the pertinence of the types of IP rights protection from the data ownership perspective. He concluded that no pre-existing system is satisfactory. Copyright cannot be the appropriate option to regulate data ownership. First, most copyright subject matters are linked with the world of literature, writing, and authorship. Second, the scope of copyright protection is not pertinent to society 5.0 data. Data value is derived from its content rather than its form. If data is copyrighted, other forms of its contents will be unprotected. Moreover, it was asserted that sui generis is not the relevant tool to protect data ownership.

The European Database Directive requires that data and materials are organised systematically. Moreover, they have to be individually accessible. Additionally, the directive protects "seeking out and collecting existing independent materials and collecting them in a database. It does not protect investment in the creation of data". Although the study agrees that sui generis will not be sufficient to protect society 5.0 data, it takes an issue with the discrimination between data creation and data collection. First, data is collected information, and it is apparent that the creation and collection processes are parallel. Secondly, there are some cases of ruling flaws in the face of this kind of discrimination relying on the intention of drafters of the directive.

Farkas argued that the privacy of legal data framework is not also pertinent to protect data ownership as it is confined to a particular sort of data. Furthermore, the remedies which are given in the case of data contravention are very restricted. He proposed a new sort of IP rights to regulate data ownership as a sequence. The subject matter for the new right will not be every data created and collected. The proposal suggests another requirement which is called “novelty” or “added value”. The new right holder will be the party with "most interest".

Another proposal to establish a new form of intellectual property rights relies on the differentiation between personal data protected under privacy laws and the society 5.0-data "synthetic information" instead of limiting the scope of data protected by the new form. This proposal widens the scope of information to cover a vast range of machine-readable information.

Despite our acceptance of the fact that traditional IP legal framework will not be sufficient or at least efficient to regulate the ownership of data in society 5.0, the study is at the view that establishing new sorts of IP rights for every new wave of intangible assets will lead to asymmetry of the theory of intellectual property. Instead, the paper argues that IoT and the other essentials of society 5.0 will take us to the convergence point of the real-world and virtual
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world. The dichotomy of real-virtual is at the hazard of disappearing. Even if that looks like a far future,\textsuperscript{35} it should be put in our minds that it is an inevitable future.

**Virtual versus Real**

As mentioned earlier, cyberspace has been a perplexing issue for law. As this space is not tangible, the solution was to deem it and all its occupiers as virtual. The virtual-real dichotomy was a dividing line between the pre-internet realities and post-internet realities. IT researchers have worked to bridge the gap. Eventually, the advancement of technology has come with a sort of convergence between real and virtual worlds by what is called virtual reality (VR). VR replaces the sense of the real world with a virtual sense of another world. It allows people to put themselves inside a virtual space which is deemed as virtual reality.\textsuperscript{36}

Another improvement has come with more than putting people inside VR. Augmented reality (AR) is one of the new game-change factors in society 5.0. Interestingly, Pokemon GO was the first example of augmented reality (AR).\textsuperscript{37} Augmented reality is a technology that brings virtual objects into the real world, and the fascinating end will be a virtual real mixed world.\textsuperscript{38} Using smartphones, digital 3D objects will be seen inside the real world.\textsuperscript{39}

VR and AR have started with the game and cartoon industries. However, the forthcoming additions will be avatars. These cartoon beings will be connected with us as our reflections. This will bring the issue of the physical existence and the place of conduct. Thereupon, jurisdiction will be determined. VR and AR will affect the way how people interact with each other.\textsuperscript{40} Consequently, the law will need to address a new dimension of social relationships.

There is no clear expectation of what the legal challenges will accompany AR. Lemley & Volokh, however, addressed some legal issues that have to be examined in the AR context. First, the consent of people to activities involving them may be shifted when it turns from environment to environment. Secondly, intellectual property rights will be at the centre of this controversy. Ownership and protection for 3D-beings avatars have to be addressed in detail.\textsuperscript{41} Third, the issue of the crimes committed in augmented reality society needs to be addressed. One might take an issue with the occurrence of crimes in AR. It can be said that there are four levels of human interaction. Each of them has a particular type of crime, textual, aural, visual, and haptic. The problem is that the level of interaction in AR will be enhanced to be vision-based interaction. Criminal offences could be directed to the original being and then governed by the traditional rules or criminal laws. But what is the applicable law where the criminal attack is directed to AR-beings of the physical objects or humans? What is the legal attitude if VR and AR were merged? Finally, tort law will be at the spotlights, using AR to make “false factual assertions that injure the avatar’s reputation and thus make it harder for a person to
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engage in business and social life using the avatar should be a tort, even if the avatar is pseudonymous." 42

Security of Society 5.0

It is undeniable that security risks will ensue as a result of more excellent connectivity in society 5.0. The current security technologies are unsatisfactory in society's age of society 5.0 as they “involve the data fusion of four-dimensional spaces; Worse, existing technologies cannot counter the threats for BCI when the thinking space is highly fused with the other three-dimensional space; This situation provides multiple sources at which hackers can attack the systems. Hence, the aspects of security and privacy are expected to be concerned”. 43 The security management in society 5.0 will be a foreseen challenge, especially with the increase of cyber-attacks against industries. 44 The absence of a straightforward way to alert users when cyber-attacks occur may pave the way for continuous attacks without detection. 45 Evolving concepts of cybersecurity laws remain challenged by the rapid pace of technology development. 46 Society 5.0 will likely deepen the gap between legal regulations of security and technological advancements.

The study argues that cyber-attacks in society 5.0 will be more hazardous than their counterpart in society 4.0. First, a massive amount of data will be controllable by hackers. Attacking storage of big data will affect more people with more information hacked. Secondly, the target will be internet-connected objects that collaborate with other objects; hence hacking one object will affect the whole set of connected devices. Third and more significant, the decentralisation nature of society 5.0 may render hackers capable of invading secure objects seizing the lack of coordination between the leading players of society 5.0.

Asian countries will face a complex challenge in this context. It was asserted that Asian governments’ regulations and standards are currently lacking. There is no sufficient awareness among consumers to demand privacy and security solutions. 47 Furthermore, there is a non-compliance between technological development and legal security rules in the region.

Smart Contracts and Cryptocurrency

It can be asserted that contract law will be one of the most legal sub-disciplines touched by society 5.0. The emergence of smart contracts and cryptocurrency is changing two elements of contracts; mechanism and subject matters. A smart contract is defined as “a set of promises,
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including protocols within which the parties perform other promises."\(^{48}\) Smart contracts are mainly self-executed rely on codes that were designed according to pre-determined conditions.\(^{49}\) Smart contracts are drafted in the form of codes instead of human language.\(^{50}\) The codes are not responsible for concluding the contract solely. Their role is extended to the contract performance.\(^{51}\) The software will determine the conclusion and execution of contracts.\(^{52}\) Consequently, the contractual drafting will be at a low cost.\(^{53}\) Additionally, contract breach is inconceivable in smart contracts.\(^{54}\)

On the other hand, cryptocurrency is a "digital currency in which encryption techniques are used to regulate the generation of currency units and verify the transfer of funds, and which operate independently of a central bank".\(^{55}\) The medium of cryptocurrency is called blockchain, a technology record that stores transactions in the form of debits and credits to decentralised accounts.\(^{56}\) The most famous example of cryptocurrency is bitcoin, which is stored and transferred via a decentralised computer network. The creation of bitcoin is by solving cryptographic problems. The reward of the solution will be the entitlement to the package of values stored in "blocks". The most revolutionary fact is that bitcoin is uncontrollable by the government and banks.\(^{57}\) Another famous example of cryptocurrency is called Ether. Ethereum blocks are rapidly created compared with bitcoin blocks. Likewise, they are more linked with smart contracts as they were designed to be part of smart contracts.\(^{58}\) Finally, bitcoin is confined to some sorts of smart contracts, whereas there is no limitation of Ethereum smart contracts.\(^{59}\)

Commentators bring some issues to be addressed when smart contracts come under discussion. The most significant issue is the applicability of the traditional legal framework for smart contracts. Some asserted that smart contracts are no more than new forms of contracts. Others took an issue with that by denying such a stance.\(^{60}\) The second issue is that codes may not express the intention of contractual parties. People express their intention by human language, which may differ from what software does.\(^{61}\) This vagueness will cast a shadow on contract interpretation.\(^{62}\) Third, the inflexibility of smart contracts examines the sufficiency of smart contracts in the case of unforeseen circumstances.\(^{63}\) Fourth, there is a suspicion about the
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applicability of smart contracts for contracts whose subject matters are assets.\textsuperscript{64} Fifth, there is a possibility of illicit practice of law by coders a license.\textsuperscript{65}

Whatever the appropriate attitude to these issues, society 5.0 smarter contracts and more virtual currency will be essential parts of our life. Smart contract problems may extend to all contracts to confront the foundations of contract law theories. Artificial intelligence will take a more significant role in society 5.0 with smarter technologies that enable robots to conduct more activity independently without a prior order from humans. Fascinatingly, there are technological advancements that may enable robots to be decision-makers.\textsuperscript{66} From the contract law perspective, contract conclusions are no more than decisions. So, what is the solution if someone deals with a robot to deliver service? This will arguably be the most challenging issue in the society 5.0 era.

Discussion
In the preceding sections, the paper discussed some legal issues that will potentially accompany society 5.0. It can be argued that these issues will not definitely be the only issue confronting law practitioners. Society 5.0 introduces a new way of life that brings many new issues to the discussion table. Moreover, it is asserted that their solutions are far from maturity. Huge factors will shape solutions to legal issues created by society 5.0 realities.

The study argues that three main jurisprudential problems will face the law in the context of society 5.0. First is the local-global confrontation. Second is the real-virtual duality of the legal rules and principles. The third is the problem of semi-thinking and smart objects. If we come up with solutions to these three foundational problems, we will have a good vision that could shape a legal system that survives in society 5.0.

As mentioned in subsection 2, local sovereignty will face more risk of disappearing or at least decaying. The transitional technological giants will draw the picture of the new society. Undeniably, the economic and commercial facts will be dominant in the new vision of society 5.0. However, local cultures and identities will have to opt for one of two challenging routes, merge or isolation. Both of them are undesirable potentials. Hence it can be asserted that non-Western nations have to be among the players of society 5.0 by pursuing technological advancement to comply with cultural identity. Society 5.0 should be a multi-cultural society. Otherwise, an identical confrontation will ensue.

Secondly, the real-virtual escalating convergence in society 5.0 will put many legal principles and rules under discussion. Law has responded to the emergence of society 4.0 by a strategy of creating new principles and rules applicable to cyberspace. The study argues that the duality strategy will not be satisfactory in the society 5.0 era. The reality will be reshaped in the everything-connected world. Thus, it is to design principles and rules applicable to the new world of non-border between real and virtual.

Third and most significant, smart objects are taking an increasing role in society. As mentioned, society 5.0 will be a human-machine society with fears of manipulating smart
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technologies and artificial intelligence. The less educated workforce will encounter an increasing role of the machine in the industrial and even other sectors.67 Questions have been introduced about the legal relationship between humans and intelligent machines.68 The perplexing fact about future robots is that they are in the middle of the distance between humans and things.69 The ability of robots to be algorithm writers will render them making orders instead of executing human orders.70 There is a fear of decisions made independently by machines. For instance, it was reported that prosecutors in California had accused a driver of a Tesla autonomous vehicle (AV) of a felony. According to Professor Bryant Walker Smith, this is the first U.S. case in which a severe criminal accusation was filed involving a partially automated driver-assist system.71 It was asserted that formulating liability principles applicable to AVs will take longer than estimated because those AV technologies are under development, leading to various unexpected changes.72 However, the potential liability could be any of the parties involved in car manufacturing, like automotive manufacturers, fleet operators/service providers, and software manufacturers.73 Section 2 in the UK Automated and Electric Vehicles Act 2018 puts liability in the accident therein. AV is involved on the insurer if the car was covered by insurance and on the owner of the vehicle. Nonetheless, it is asserted that there are some restrictions on the damages which arerecoverable by this Act.74 There are limits on the damages recoverable under the Act. The Act includes restrictions on the property damage that is included within its definition of ‘damage’ (s.1(3)), excluding damage to (a) the AV itself, (b) goods carried for hire or reward in or on the vehicle or a trailer drawn by it, and (c) property in custody, or under control, of the insured person (where the insurer is liable) or the person in charge of the automated vehicle (where the owner is liable). The quantum of damages payable in respect of property damage in anyone is also limited to the limit of compulsory insurance for property damage. In Malaysia, Road Transport Act 1987 (MRTA) is designed for man-driven cars. In section 2, MRTA defines a driver as a person who drives or is responsible for driving the vehicle. More significant, Section 27 (3) elaborates that a driving licence might be confined to a particular class of vehicles. Section 56 (3) did the same thing regarding public service vehicles. However, all licences are taxonomised according to the drive capability. Consequently, section 41, which addresses criminal offences in the car accident context, was
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based on the notion of causation to punish. At the end of the day, the individual–harm causation is not a proper basis for AV accidents resulting from smart machines wrong or late decisions.

It is apparent for lawyers that logical and intentional decisions with social effect have been solely attributed to humans so far. Law will potentially have to regulate the reaction of these robots as conduct committed by non-legal subjects. The legal theories of juridical persona will not be sufficient to meet this new challenge as they are based on a human being behaving on behalf of juridical persona. The forthcoming generation of robots will have an increasing ability of decision-making. Consequently, law in society 5.0 will have to deal with new non-human subjects. The study argues that society 5.0 will consist of a mixed society of men and machines. Law regulates society by addressing its members. Law addressees have been human so far. The paper argues that legal disciplines will be confronted with actions and decisions taken by non-humans. The pre-existing legal principles will not be satisfactory to meet that challenge.

CONCLUSION
Society 5.0 is a new game-changer in the legal realm. The foundations of many legal principles and theories have to be revisited and reexamined according to new realities created by the new era. The paper addressed the most significant areas that society 5.0 will potentially touch. The paper found that three main jurisprudential issues will have to be affected. The local-global confrontation will bring the battle of national identities to its peak. Thus, the paper argued that non-Western nations should be part of establishing a multi-cultural world. Secondly, the virtual nature of the world will increase. The information technology revolution pushed the law to create what we can call cyber-rules which apply to cyberspace with the pre-technology rules, which are still applicable to the real world. The paper argued that the duality strategy would not be satisfactory in the society 5.0 era. Lastly, the paper draws attention to non-human decision-makers who are an essential part of society 5.0 with more cumulative intelligence and cognitive thinking. New law addressee has many different characteristics from humans, creating new rules so sophisticated.
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